
If you need special folders with special permissions:
1. Open up the web browser
2. Type http://10.1.69.100:10000 (please use your server IP)
3. Login with the username and password
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5. Click to servers
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6. Than click to “Samba Windows File sharing”
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7. This will take you to a site where you can delete, create, modify shares and permissions.

a. Create a new file share 

b. Remove a file share

c. Modify the file share
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8. If you create or modify a network share you will see this page

a. File share name on the network
b. File share path on the server
c. Set the permissions which users can access the folder.
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9. Set up permissions:

a. Set the directory to be read only for everyone

b. Specify single users to be able to access the file share. We can specify up to 250 single users, but I would recommend using a group if it’s more than 20 users.

c. Guest access means no authentication
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To reset samba passwords:
smbpasswd –a username (or use webmin)
Config file:
vim /etc/samba/smb.conf
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